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1.  Introduction

This plan is to be used to assist in the recovery of the business CadaWada Ltd in the event of a major disruption to the business.  A major disruption is defined as a significant incident which threatens personnel, buildings or the operational structure of the business and requires special measures to be taken to restore things back to normal.

1.1.         Aim 
The aim of the Plan is to set out the roles, responsibilities and actions to be taken by the business staff to re-instate the business following a major disruption

1.2	Objectives 
The objectives of the plan are to 

· To provide for continuity of the activities essential to the business.
· To reduce the disruption of clients, customers, employees, and services to an acceptable level. 


Emergency Contact Persons
CadaWada Ltd emergency contact persons are: 

Christian Junior Nwaigwe
MD/CEO
47 Blewbury House, Yarnton Way London SE2 9UJ
christian@cadawada.com / christiannjnr@gmail.com 
Tel: +44 7759 301 221

Marilyn Nwaigwe
Company Secretary
47 Blewbury House, Yarnton Way London SE2 9UJ
marilyn@cadawada.com / mnwaigwe@gmail.com 
+44 7399 867 015

Jamilah Kinobe
Legal & Tax Adviser
8 Elmhust Court, 58 Saint Peters Road, London CR0 1HQ
jamilah@cadawada.com / jamilahkinobe87@gmail.com 
+44 7731 928 646

CadaWada will provide the FCA with the contact information for three emergency contact persons: (1) name; (2) title; (3) mailing address; (4) email address; (5) telephone number through the FCA Connect System (FCS). CadaWada will promptly notify the FCA of any change in this information (but no later than 30 days following the change) and will review, and if necessary update, this information within 17 business days after the end of each calendar year.  


Company Policy 

CadaWada company’s policy is to respond to a Significant Business Disruption (SBD) by safeguarding employees’ lives, client data and company property, making a financial and operational assessment, quickly recovering and resuming operations, protecting all of the company’s books and records, and allowing our customers to transact business. In the event that we determine we are unable to continue our business, we will assure customers prompt access to their funds.  

Significant Business Disruptions (SBDs)
Our plan anticipates two kinds of SBDs, internal and external. Internal SBDs affect only our company’s ability to communicate and do business, such as a fire in our building. External SBDs prevent the operation of the securities markets or a number of companys, such as a terrorist attack, a city flood, or a wide-scale, regional disruption. Our response to an external SBD relies more heavily on other organizations and systems, especially on the capabilities of our partner companies.


Approval and Execution Authority
Christian Junior Nwaigwe CEO, a registered director, is responsible for approving the plan and for conducting the required annual review. Christian Junior Nwaigwe has the authority to execute this BCP.

Plan Location and Access 
Our company will maintain copies of its BCP plan and the annual reviews, and the changes that have been made to it for inspection. An electronic copy of our plan is located on Google Cloud Server with the URL [link]. 

Business Description
CadaWada aims to provide several services that are considered regulated activities. Some of these activities are fully delivered by CadaWada, whilst others are fulfilled by regulated third party vendors/partners. Some of the regulated activities include:

· International Money Transfer 
· Payment services / Open Banking 
· Currency Exchange   
· Digital Wallet / eMoney
· Bill payments

Customer funds are safeguarded with a UK regulated banking institution. 

Natwest Bank
Address: 250 Bishopsgate, London EC2M 4AA
Tel: +44 345 711 4477  |   Email: businessbanking@natwest.com   |    Website: natwest.com


Office Locations
CadaWada has one office location at:
Kemp House, 152 – 160 City Road, London EC1V 2NX

Alternative Physical Location(s) of Employees
In the event of an SBD, we instruct ALL our staff to work remotely. 

Customers’ Access to Funds
Our company does not maintain custody of customers’ funds, which are maintained at Natwest bank. In the event of an internal or external SBD, if telephone service is available, we will set up and publicise contact numbers where our staff will take customer instructions and contact our bank on their behalf. If our Web access is available, our company will post on our website that customers may access their funds by contacting us via telephone or other viable means. The company will also make this information available to customers via email and through its social media channels.  In the event that we are unable to meet our obligations to our customers or if our liabilities exceed our assets, we may seek to appoint administrator / trustee to disburse our assets to customers. We will assist the FCA and the trustee by providing our books and records identifying customer accounts subject to FCA regulation. Where there are outstanding orders, the company will halt all transactions and refund customers.

During Office Hours
If the disruption occurs during office hours then staff can be communicated with via briefings from managers and electronically by the intranet and email. 
 
Out of office hours 

The manager for the business or the designated staff member will keep staff up to date by the following methods:

· Telephoning staff and passing on essential information.
· Mobile phone Text cascade of information if appropriate.
· Email to staff that have access to external email as a appropriate.
· Face to face as appropriate. 
· Other electronic modes of communication

CadaWada Ltd                       cadawada.com

Or via the business Twitter account.     http://twitter.com/cada_wada






1.3	Scope of the Document

This plan sets out details of the recovery measures to be taken in the event of a major disruption to the business.

2.	Recovery Objectives
	PRIORITY
	Services
	DEFINITION

	
Red
	
Money Transfer
Payments
Login

	Time Critical service needing to be restored within 0-1 hour

	
Amber
	
FX Markets
Onboarding & Registration

	Important service needing to be restored within 1-24 hours

	
Green
	
Chatbot

	A service needing to be restored within 5 working days

	
Black
	
Bill payments

	A service which can be restored progressively after 5 working days





3. 	Plan Activation Procedures
  3.1 Plan Activation Process

 What is Nature of the Disruption? And what impact is this having on the business. Check the impact sections which apply
Workspace
Assess Current Situation
IT Systems / Voice Networks/ key Data Only
Key Staff Only
Other Key Resources Only
Return to Normal
YES (3.3)
YES (3.4)
YES (3.5)
Disruption Over
Invoke Plan
Monitor Situation, is there a need to implement Plan
NO
Start Log and inform Manager / Owner
Follow Appropriate Actions in Plan
YES (3.6)
NO
NO
NO
YES

3.2 Activation of Plan

The Plan owner or designated staff member will be responsible for the activation of the Business Continuity Management Plan. At the point the plan is activated the Manager / Senior staff are to be informed. All staff members will be contacted and advised of the current situation and what their role will be in the recovery phase. Key staff contact details are listed at Appendix A.

Notification of a business interruption may originate from any source. It is envisaged however that it will come from site staff during occupation of premises, or from one of the emergency services during unoccupied periods. 

The following activation sequence will normally be used when informing personnel of the activation of this plan:

· Standby phase

· Implement phase

· Stand Down phase

“Standby” will be used as an early warning of a situation which might at some later stage escalate and thus require implementation of this Plan.  A “Standby” allows key officers time to think, brief staff, start a business interruption log and prepare for the deployment of resources should an “Implement” message be received. This is particularly important if an interruption occurs towards the end of office hours and staff may need to be asked to stay at work until the situation becomes clear. Resources are not normally deployed at this stage (although this will largely depend upon circumstances) and a “Stand Down” may follow this type of alert.

“Implement” will be used to request the immediate utilisation of staff and resources in activation of the plan. 

“Stand Down” will be used to signify the phased withdrawal of any services provided due to activation of the plan. The stand down order will be given by the manager who will brief staff, stakeholders and customers as appropriate.








3.3 	Workspace 

	Objective
	Actions / Considerations

	1. Establish the current situation at the affected site / workspace


	• What has happened?
• When did it occur?
• Are the Emergency Services informed / on-site?
• Is there access to the site?
• Are the IT systems and services still running?
• Who else has been informed?
• How potentially serious is it?
• Are there any casualties? If so, details?

	2. Decide whether the Business Continuity Management Plan should be invoked? The decision will be based upon the information provided consideration should be given to:
	· How quickly the business will be able to re-enter the affected workspace
· Prevailing weather conditions
· Whether the area is currently responding to an external incident
· If the decision is to relocate key staff to the agreed alternative accommodation alert the site – (contact details in table below)
· If the decision is made not to invoke the plan, continue to monitor the situation until such time as normal access is granted to the disrupted location.

	3. Communicate with staff

	· IF EVACUATION IS NEEDED – Follow site evacuation plan taking into account staff, customer and visitor safety.
· Keep staff informed at Assembly Points until a decision has been made about whether the building is likely to become available again soon. If the building will not be available, relocate identified key staff to the agreed alternative workspace and consider sending other staff home and tell them to await instructions. Remind them to check the in with the manager at an agreed time.
· Out of Hours If the disruption occurs outside office hours, staff communication will be co-ordinated by the manager or their designated staff member.
· Take the Emergency Grab bag with you.




	
	Service / Activity
	Staff to be Relocated

	Alternative Accommodation
Location:
	

	

	Contact Name at Location:
	

	

	Contact Number:
	
	





3.4 	IT Systems / Voice networks / Key data

	Objective
	Actions / Considerations
	

	1. Confirm the nature of the disruption

	• What has happened?
• When did it occur?
• Which systems and/or services are affected
• How potentially serious is it?
• What is the estimated duration of the problem?
• Who else has been informed (media officer, comms, stakeholder)?

	

	2. Decide whether the Business Continuity Management Plan should be invoked.
The decision will be based upon the information provided consideration should be given to:

	· How long systems will be unavailable
· Whether the systems affected are required to support the Time Critical / Important  Business Activities
· Whether the Area is currently responding to external incident
• Inform staff that the Business Continuity Management Plan is being invoked or put staff on standby or invoke agreed manual systems to ensure that the service can continue to operate.
• If the decision is made not to invoke the plan, continue to monitor the situation until such time as normal service is resumed.
	

	3. Enter Specific actions or considerations if the disruption is due to  non availability of   IT systems / Voice networks / key data
	· Instigate manual work around systems 
· Rerouting of calls
· Accessing and making available critical data to key staff which has been protected.
· Working from a secondary location unaffected by the IT issue.
· If the main landline(s) are lost revert to mobile phones and give number to key staff and stakeholders. 
· If IT systems are lost instigate Disaster recovery plan.



	

	 
	
	




3.5 Key Staff


	Objectives
		Actions / Considerations
	

	1. Confirm the nature of the disruption

	• What has happened?
• When did it occur?
· Who and how many are affected?
• Which systems and/or services are affected
• How potentially serious is it?
• What is the estimated duration of the problem?
• Who else has been informed (Media Officer, Comms, stakeholders)?
	

	2. Decide whether the Business Continuity Management Plan should be invoked.
The decision will be based upon the information provided consideration should be given to:




	· How long staff will be unavailable
· Whether the staff are required to support the Critical / Important  Business Activities
· Whether the Area is currently responding to external incident
• Inform staff that the business Continuity Management Plan is being invoked or put staff on standby or invoke agreed manual systems to ensure that the service can continue to operate.
• If the decision is made not to invoke the plan, continue to monitor the situation until such time as normal service is resumed.

	

	3.   Enter Specific actions or considerations if the disruption is due to  non availability of  Key Staff
	 
· Change of job functions for some staff (to support the critical business activities) 
· Employ agency staff
· Offer overtime / Toil
· Suspend less time critical parts of the business
· Consider out sourcing some services if possible until you are ready to restore them.







	








3.6	Other Key Resources


	Objectives

	Actions / Considerations

	

	1. Confirm the nature of the disruption

	• What has happened?
• When did it occur?
• Which systems and/or services are affected
• How potentially serious is it?
• What is the estimated duration of the problem?
• Who else has been informed?

	

	2. Decide whether the Business Continuity Management Plan should be invoked.
The decision will be based upon the information provided consideration should be given to:




	· How long resources will be unavailable
· Whether the resources affected are required to support the Critical / Important  Business Activities
· Whether the Area is currently responding to external incident
• Inform staff that the business Continuity Management Plan is being invoked or put staff on standby or invoke agreed manual systems to ensure that the service can continue to operate.
• If the decision is made not to invoke the plan, continue to monitor the situation until such time as normal service is resumed.

	

	3. Enter Specific actions or considerations if the disruption is due to  non availability of key resources
	· Arrangements/contracts to hire / borrow / purchase replacement resources from suppliers .
· Protective measures for resources e.g. not having all resources at one site/shop/office.









	













Data Back-Up and Recovery (Cloud & Hard copy) 
CadaWada is a fully digital business, as such the company maintains its primary records electronically using Cloud Services. The CEO & CTO are responsible for the maintenance of these records. Our company maintains the following online records: [customer personal information, transaction records, KYC records]

Our company maintains its offline hard copy back-up at its registered office. The CEO & CTO are responsible for the maintenance of these offline back-ups. Our company backs up its hard copy records by copying data held on cloud servers unto hard disk drives weekly and storing them at our back-up site. 

The company maintains a third electronic backup record at an external cloud server provided by a different vendor.

CadaWada does not maintain any paper records.

In the event of an internal or external SBD that causes the loss of electronic records, then we will recover from a backup on the same server, if this is not possible, we will recover data from a back up remote server, if this fails, then the company will revert to physical records stored at its head Office, these records nay not be up to the minute. 

If our primary site is inoperable, we will continue operations from our back-up site or an alternate location. 

For the total loss of electronic records, we will either physically recover the storage media or electronically recover data from our back-up site, or, if our primary site is inoperable, continue operations from our back-up site or an alternate location.


Financial and Operational Assessments 

Operational Risk

In the event of an SBD, we will immediately identify what means will permit us to communicate with our customers, employees, critical business constituents, critical banks, critical counterparties and regulators. Although the effects of an SBD will determine the means of alternative communication, the communications options we will employ will include [our website, telephone voice mail, Social Media, Zoom, WhatsApp, secure email, etc.]. In addition, we will retrieve our key activity records as described in the section above, Data Back-Up and Recovery (Hard Copy and Electronic).



Financial and Credit Risk
In the event of an SBD, we will determine the value of our assets to evaluate our ability to continue to fund our operations and remain in capital compliance. We will contact our partner companies, critical banks and investors to apprise them of our financial status. If we determine that we may be unable to meet our obligations to those counterparties or otherwise continue to fund our operations, we will request additional financing from our bank, investors or other credit sources to fulfil our obligations to our customers and clients. If we cannot remedy a capital deficiency, we will file appropriate notices with the FCA and immediately take appropriate steps. Any customer funds held by the company will always remain safeguarded in a secluded client money account.
 


Mission Critical Systems

Our company’s “mission critical systems” are those that ensure prompt and accurate processing of money transfer orders, digital wallet, payment transactions, eKYC / AML Verifications, the maintenance of customer accounts, access to customer accounts and the delivery of funds. 

More specifically, these systems include: 

· CadaPay Money Transfer
· CadaWada Digital Wallet
· CadaWada eCommerce Gateway
· CadaWada FX Market
· CadaPay
· Onboarding System


We have primary responsibility for establishing and maintaining our business relationships with our customers and have sole responsibility for our mission critical functions of money transfers, payments and digital wallets. 

Our partner companies contract provides that our partner companies will maintain business continuity plans and the capacity to execute those plans. Our partner companies represent that they will advise us of any material changes to their plans that might affect our ability to maintain our business. In the event our partner companies execute their plans, they will notify us of such execution and provide us equal access to services as their other customers. If we reasonably determine that our partner companies have not or cannot put their plan in place quickly enough to meet our needs or is otherwise unable to provide access to such services, our partner companies will enable us to terminate any such contracts.

Recovery-time objectives provide concrete goals to plan for and test against. They are not, however, hard and fast deadlines that must be met in every emergency situation, and various external factors surrounding a disruption, such as time of day, scope of disruption and status of critical infrastructure—particularly telecommunications—can affect actual recovery times. Recovery refers to the restoration of clearing and settlement activities after a wide-scale disruption; resumption refers to the capacity to accept and process new transactions and payments after a wide-scale disruption. 

CadaWada will periodically review our partner companies’ capabilities to perform their contracted mission critical functions.

0. Our Company’s Mission Critical Systems
In the event of an SBD the company will temporarily suspend all its mission critical systems due to the business being a fully digitised platform.

Mission Critical Systems Provided by Our Partner companies
Our company relies, by contract, on our partner companies to provide some other services. Our partner companies provide the following mission critical systems:

· eKYC & Ongoing Monitoring: In the event of an SBD, CadaWada will manually carry out KYC functions.

· Card Payment Processing: In the event of an SBD CadaWada will switch to bank transfer and wallet payments only.

· Open Banking: In the event of an SBD, CadaWada will only use manual bank transfer & card payments

· Local Settlements and delivery of funds: In the event of an SBD to local remittance partners, CadaWada will handle all pay-outs from its local bank accounts in overseas jurisdictions.



Alternate Communications Between the Company and Customers, Employees, and Regulators 

A. Customers

We now communicate with our customers using the telephone, email, our website, mobile app, live chat, social media. In the event of an SBD, we will assess which means of communication are still available to us, and use the means closest in speed and form (written or oral) to the means that we have used in the past to communicate with the other party. For example, if we have communicated with a party by email but the Internet is unavailable, we will call them on the telephone and follow up where a record is needed with paper copy in the mail.  

	B. Employees

We now communicate with our employees using the telephone, email, video conferencing and in person, etc.. In the event of an SBD, we will assess which means of communication are still available to us, and use the means closest in speed and form (written or oral) to the means that we have used in the past to communicate with the other party. We will also employ a call tree so that senior management can reach all employees quickly during an SBD. The call tree includes all staff home and office phone numbers. We have identified persons, noted below, who live near each other and may reach each other in person:

The person to invoke use of the call tree is: Christian Junior Nwaigwe

	C. Regulators


We are currently regulated by: The Financial Conduct Authority We communicate with our regulators using telephone, email, fax, mail, online platform (Gabriel). In the event of an SBD, we will assess which means of communication are still available to us, and use the means closest in speed and form (written or oral) to the means that we have used in the past to communicate with the other party. 


Critical Business Constituents, Banks, and Counter-Parties 

Business constituents

We have contacted our critical business constituents (businesses with which we have an ongoing commercial relationship in support of our operating activities, such as vendors providing us critical services), and determined the extent to which we can continue our business relationship with them in light of the internal or external SBD. We will quickly establish alternative arrangements if a business constituent can no longer provide the needed goods or services when we need them because of a SBD to them or our company. Our major suppliers and alternative options in the event of an SBD are: 

eKYC & Ongoing AML Monitoring. 
Main vendor: Sum & Substance – 
Alternative: Northrow

Card Payment Processing
Main vendor: Checkout.com
Alternative: Stripe 
· 
Open Banking: 
Main vendor: Token.io
Alternative: Klarna 

Local Settlements and delivery of funds: 
Main vendor: Flutterwave, Railsbank
Alternative: Paystack, Cashbox, Currency cloud 





Banks

We have contacted our banks and lenders to determine if they can continue to provide the financing that we will need in light of the internal or external SBD. The bank maintaining our operating account is: Natwest Bank, Address: 250 Bishopsgate, London EC2M 4AA, Tel: +44 345 711 4477.
If our banks and other lenders are unable to provide the services required, we will seek alternatives immediately from  Barclays Bank Plc where our second corporate account is held.


Counter-Parties

We have contacted our critical counterparties as listed above, such as service providers or institutional customers, to determine if we will be able to carry out our transactions with them in light of the internal or external SBD. Where the transactions cannot be completed, we will work with our partner companies or contact those counterparties directly to make alternative arrangements to complete those transactions as soon as possible. 


Regulatory Reporting

Our company is subject to regulation by The Financial Conduct Authority. We now file reports with our regulators electronically, using the Gabriel platform on Internet or via emails. In the event of an SBD, we will check with the FCA and other regulators to determine which means of filing are still available to us, and use the means closest in speed and form (written or oral) to our previous filing method. In the event that we cannot contact our regulators, we will continue to file required reports using the communication means available to us.


Disclosure of Business Continuity Plan
Attached is our written BCP disclosure statement we provide customers at the start of their engagement with us. It will be displayed on our website at https://cadwada.com/bcp. We will also mail it to customers upon request.  


Updates and Annual Review
Our company will update this plan whenever we have a material change to our operations, structure, business or location or to those of our partner companies. In addition, our company will review this BCP annually, on the 31st of January, to modify it for any changes in our operations, structure, business or location or those of our partner companies. 






Senior Manager Approval  

I have approved this Business Continuity Plan as reasonably designed to enable our company to meet its obligations to customers in the event of an SBD.    

Signed:	 Christian Junior Nwaigwe 

Title:	Managing Director

Date: 	31st January 2021

Attachment A to CadaWada Ltd Business Continuity Plan

CadaWada Ltd’s Business Continuity Planning
CadaWada Ltd has developed a Business Continuity Plan on how we will respond to events that significantly disrupt our business. Since the timing and impact of disasters and disruptions is unpredictable, we will have to be flexible in responding to actual events as they occur. With that in mind, we are providing you with this information on our business continuity plan. 
Contacting Us – If after a significant business disruption you cannot contact us as you usually do at +443330115951, info@cadawada.com you should call our alternative mobile number +447759301221 or go to our website at www.cadawada.com. If you cannot access us through either of those means, you should contact our accounting firm, Alfred Malnick & Co for instructions on how to deal with any queries you may have.
Our Business Continuity Plan – We plan to quickly recover and resume business operations after a significant business disruption and respond by safeguarding our employees and property, making a financial and operational assessment, protecting the company’s books and records, and allowing our customers to transact business. In short, our business continuity plan is designed to permit our company to resume operations as quickly as possible, given the scope and severity of the significant business disruption.  
Our business continuity plan addresses: data backup and recovery; all mission critical systems; financial and operational assessments; alternative communications with customers, employees, and regulators; alternate physical location of employees; critical supplier, contractor, bank and counter-party impact; regulatory reporting; and assuring our customers prompt access to their funds and securities if we are unable to continue our business. 
Our partner companies, Microsoft backs up our important records in a geographically separate area. While every emergency situation poses unique problems based on external factors, such as time of day and the severity of the disruption, we have been advised by our partner companies that its objective is to restore its own operations and be able to complete existing transactions and accept new transactions and payments within 48 hours. Your orders and requests for funds could be delayed during this period.  

Varying Disruptions – Significant business disruptions can vary in their scope, such as only our company, a single building housing our company, the business district where our company is located, the city where we are located, or the whole region. Within each of these areas, the severity of the disruption can also vary from minimal to severe. In a disruption to only our company or a building housing our company, we will transfer our operations to a local site when needed and expect to recover and resume business within 24 hours. In a disruption affecting our business district, city, or region, we will transfer our operations to a site outside of the affected area, and recover and resume business within 24 hours. In either situation, we plan to continue in business, transfer operations to our partner companies if necessary, and notify you through our website www.cadawada.com, social media pages or our customer emergency number, how to contact us. If the significant business disruption is so severe that it prevents us from remaining in business, we will assure our customer’s prompt access to their funds. 

For more information – If you have questions about our business continuity planning, you can contact us at +44 333 011 5951 or info@cadwada.com.
8.	Emergency Pack Contents

As part of the recovery plan for the organisation, key documents, records and equipment are held off-site at {location} in an emergency pack. This pack may be retrieved in an emergency to aid in the recovery process.

The contents of the emergency pack comprise the following:

Documents:

·  A copy of this plan, including key contact details
·  Insurance policy
  
Records:

· Computer backup tapes and / or disks
·  Financial records
  
Equipment:

· Spare keys
· Torch and batteries




9.	Emergency Response Checklist


This page should be used as a checklist during the emergency.

	Task
	Completed
(date, time, by)

	
Actions within 24 hours:
	

	Start of log of actions and expenses undertaken (see section 9 Action and Expenses Log)

	

	Liaise with emergency services (see section 6E Contact List – Emergency Services)

	

	Identify and quantify any damage to the organisation, including staff, premises, equipment, data, records, etc

	

	Assess the key priorities for the remainder of the working day and take relevant action. Consider sending staff home, to recovery site etc
	

	Inform staff what is required of them. 
	

	Identify which critical functions have been disrupted (use section 3 Critical Function Checklist)

	

	Convene those responsible for recovering identified critical functions, and decide upon the actions to be taken, and in what time-frames (use section 4 Critical Function Analysis and Recovery Process)
	

	Provide information to:
· Staff
· Suppliers and customers
· Insurance company
	

	Publicise the interim arrangements for delivery of critical activities. Ensure all stakeholders are kept informed of contingency arrangements as appropriate.
	

	Recover vital assets/equipment to enable delivery of critical activities.
The essential equipment/resources/information that need to be recovered where possible are: 
	

	
Daily actions during the recovery process:
	

	Convene those responsible for recovery to understand progress made, obstacles encountered, and decide continuing recovery process
	

	Provide information to:
· Staff
· Suppliers and customers
· Insurance company
	

	Provide public information to maintain the reputation of the organisation and keep relevant authorities informed

	

	
Following the recovery process:
	

	Arrange a debrief of all staff and identify any additional staff welfare needs (e.g. counselling) or rewards
	

	Use information gained from the debrief to review and update this business continuity management plan
	




10.	Actions and Expenses Log

This form should be used to record decisions, actions and expenses incurred in the recovery process. This will provide information for the post-recovery debriefing, and help to provide evidence of costs incurred for any claim under an insurance policy. 

	Date/time
	Decision / action taken
	By whom
	Costs incurred 

	



	
	
	

	



	
	
	

	



	
	
	

	



	
	
	

	



	
	
	

	



	
	
	

	



	
	
	

	



	
	
	

	



	
	
	





6.	Contact List

Staff

This section contains the contact details that are essential for continuing the operation of the organisation.

	Name
	Job Title
	Office Contact
	Mobile Contact
	Home Contact

	Staff name 
	Manager
	000000000
	000000000
	000000000

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	




Key Suppliers Contact List

	Supplier
	Provides
	Telephone
	E-mail

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	






Key Customers Contact List

	Customer
	Service / goods used
	Telephone
	E-mail

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	




Utility Companies Contact List

	Utility
	Company
	Telephone
	E-mail

	Electricity
	
	
	

	Gas
	
	
	

	Telecommunications
	
	
	

	Water
	
	
	



Include a plan of your premises (for use by emergency services) showing locations of:
- Main water stop-cock
- Switches for gas and electricity supply
- Any hazardous substances
- Items that would have priority if salvage became a possibility



Local Emergency Services

	Service
	Location
	Telephone

	Ambulance
	Emergencies
	999

	Fire Service
	Emergencies
	999

	Floodline
	Information service
	0845 988 1188

	NHS Direct
	
	0845 46 47

	Police
	Emergencies
Non-emergency matters
	999
101



Insurance and Finance Companies

	Service
	Company
	Telephone
	E-mail

	Banking
	
	
	

	Insurance
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